Installing the SecURLYy Certificate onto Google Chrome

1. Go to http://journaling.clsd.net/guest

2. Choose the option to Download the Certificate under the Windows PC Heading (Direct Link to Certificate)
Cornwall-Lebanon SD Guest Network

The Cornwall-Lebanon School District provides WiFi access approved guests. By using the Carnwall-Lebancn School District network, you agree to abide by
the District's Acceptable Use Policy and all other district policies. All traffic is monitared and recorded. App usage is also tracked. Network usage requires
that a security certificate is installed on your device - see below for directions.

Security Certificate Installation Instructions (one time process)

Windows PC
1 Download the cer‘tiﬁca
2. Run the installer - you need admin rights on your device to do this
3. Firefox users need to manually install the certificate into the browser. Instructions can be found here
4. Internet Explorer users need to manually install the certificate into the browser as well. Instructions can be found here
5. Chrome users can install the certificate into Internet Explorer using the instructions above. Chrome will recognize Internet Explorer certificates

3. Click the ... button on the top right corner of the Chrome Browser.
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5. Search “Certificates” in the blue search box.

Q, certificates



http://journaling.clsd.net/guest
https://download.securly.com/cert/securly_ca_2034.crt

Q, certificates

Privacy and security

6. Choose the Security Tab

_ Clear browsing data

Clear history, cookies, cache, and more

% Coockies and other site data

Third-party cookies are blocked in Incognito mode

e Security

Safe Browsing (protection from dangerous sites) and other security settings
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Privacy Sandbox

Trial features are on

Advanced

Use secure DNS

This setting is disabled on managed browsers

Manage certificates
Manage HTTPS/SSL certificates and settings

Controls what information sites can use and show (location, camera, pop-ups, and more)

7. Scroll down the page to the “Advanced” section. Choose Manage Certificates.

Google Advanced Protection Program
Safeguards the personal Google Accounts of anyone at risk of targeted attacks

Certificates

Intended purpose:

<All=

8. A Pop-Up Window will open. Click on the Trusted Root Certification Authorities tab.
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Intermediate Certification Authorities\ Trusted Root Certification Authorities }usted Pub * | *

9. Click Import...

Intermediate Certification Authorities Trusted Root Certification Authorities Trusted Pub| 4

Certificate intended purposes

Issued To Issued By Expirati... Friendly Name ~

51 *.securly.com *.securly.com 7/20/20... <None=

51 *.securly.com *.securly.com 1/30/20... <None=

SJAAA Certificate ... AAA Certificate Se... 12/31/2... Sectigo (AAA)

[ZJAddTrust Bxtern... AddTrust External ... 5/30/20... Sectigo (AddT...

SlAffirmTrust Co...  AffirmTrust Comm... 12/31/2... AffirmTrust C...

[Z/Baltimore Cyber... Baltimore CyberTr... 5/12/20... DigiCert Balti...

[Z/barracuda.clsd.k... barracuda.clsd.kl... 2/5/2016 <None>

Sl Certum CA Certum CA 6/11/20... Certum

S/ Certum Trusted ... Certum Trusted M... 12/31/2... Certum Trust...

[=I¢lass 3 Public Pr... Class 3 Puhlic Pri... A1/7028  VeriSion Clas... ~
Remaove Advanced

»



10. The Import Wizard will open. Click Next.

Mext Cancel

11. Click Browse...

File to Import
Specify the file you want to import.

File name:
| ‘ Browse...

12. Find the securely_ca_2034.crt file that is located on your computer (most likely in the downloads folder). Then
click Open.

~ Today (1)
&' securly_ca_2034 (1) 9/7/2021 6:49 AM Secur

~ Last month (3)

teachers-changes-55426ae70afd2601000.. 8/25/2021 6:41 AM File fi
Untitled design 8/6/2021 1:24 PM File fi
Teko 8/4/2021 2:44 PM File fi

~ Earlier this year (10)

PBL_Toolbox 6/29/2021 7:24 AM File fi
drive-download-20210616T134409Z-001 6/16/2021 9:44 AM File fi
OneDrive_2_5-16-2021 5/18/2021 12:45 PM File fi

w
< T >
a ~ ‘ X.509 Certificate (*.cer;*.crt) ~

13. Click Next on the Certificate Import Wizard.

File to Import
Specify the file you want to import.

File name:

C:\Users\tbensing'Downloads\securly_ca_2034 (1).crt Browse...

Mote: More than one certificate can be stored in a single file in the following formats:
Personal Information Exchange- PKCS #12 (.PFX,.P12)
Cryptographic Message Syntax Standard- PKCS #7 Certificates (.P7B)

Microsoft Serialized Certificate Store (.SST)

Cancel




14. Verify that the certificate is going into the Trusted Root Certification Authorities. Click Next.

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location
for the certificate.

() Automatically select the certificate store based on the type of certificate
©Place all certificates in the following store

Certificate store:

| Trusted Root Certification Authorities Browse...

Cancel

13. The Certificate Import Wizard will show the file you are importing and the location it is being stored. Click
Finish.
Completing the Certificate Import Wizard

The certificate will be imported after you click Finish.

You have specified the following settings:

Certificate Store Selected by User Trusted Root Certification Authorities

Content Certificate

File Name C:\Users\tbensing\Downloads\securly_ca_2034 (1}.
< >
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15. A warning message will pop-up and ask you to verify that you want to install the certificate. Choose Yes.

Security Warning F

You are about to install a certificate from a certification
authority (CA) claiming to represent:

*securly.com

Windows cannot validate that the certificate is actually from
“*securly.com”. You should confirm its origin by contacting
“* securly.com”. The following number will assist you in this
process:

Thumbprint (sha1): 5SDO00EEY 028A263D 460FFAAE F522CETF
0923C58A

Warning:

If you install this root certificate, Windows will automatically
trust any certificate issued by this CA. Installing a certificate
with an unconfirmed thumbprint is a security risk. If you click
“Yes" you acknowledge this risk.

Do you want to install this certificate?

COr=

16. You will see a message saying that the import was successful. Click OK.
| " _ .

Certificate Import Wizard bl

0 The import was successful.

17. Your browser is now ready to work with the certificate. Completely close out of all browser windows before
opening the browser back up and you should be able to browse to Google and other sites that were previously
giving you Network Not Secure messages.
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